JBI Use Case Template


Joint Battlespace Infosphere (JBI)

Use Case Template

[image: image1.jpg]U.S. AIR FORCE




[image: image2.png]



Lt.  Col. Robert E. Marmelstein, Ph.D.

Joint Battlespace Infosphere Program

Air Force Research Laboratory – Information Directorate

525 Brooks Road

Rome, NY  13441-4505

PREFACE

The following document describes a suggested organization for JBI use cases that should facilitate further discussions.  This format is certainly not all inclusive but should serve as a point of departure for the development of use cases.  There are two categories of use cases; generic and operational.
The generic use cases can be used to test the scalability of the JBI core services implementations.  As such, the emphasis is on being able to dynamically tailor the amount of data flowing through the JBI by changing the number of publishers/subscribers.  In this case, the fidelity of the data is not as important.
The development of operational use cases are intended to demonstrate the potential value of the JBI platform with respect to a given operational process.  If possible, the use case should illustrate how deficiencies in the current process are mitigated by the JBI.  It should also highlight opportunities for improvement.  In these types of use cases, the fidelity of the data and clients is paramount.  Although, as in the generic use cases, throughput will certainly be an indicator of the value of the JBI to domain of interest.
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Section 1: Model Description

This section provides an introduction to the process being modeled in this use case.  This description should include any assumptions about the process, actors, information, or legacy systems.  In addition, this would be the place to state assumptions about how these entities interact with the JBI.

Section 2: Operational Process Model

Ideally, this is a Unified Modeling Language (UML) diagram that describes the flow of data that occurs between scenario actors (see section 3) for a given operational process.  A number of operations may be executed (serially or concurrently) within a given scenario.  In addition, each process may have modes (e.g., surveillance vs. attack) that have different sets of actors and data flows.  An example is shown below.
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Example:

Section 3: Actors (qty 5-20)*
An entity corresponds to an actor within the scenario.  The use case should explain what functions the actor performs within the scenario.  Typically, in the JBI context, an entity will interact with the JBI via the core services of publish, subscribe and query, in other words, it is a client.  There may be entities that are not clients (e.g. non-friendly forces).  This section should provide linkages between:

· Information object types and the entities that publish, subscribe to, or query them.

· Information object types and the legacy systems that produce them.

The above information objects are defined in more detail in Section 4.

Template:

	Name
	Name of the Actor

	Use Case ID
	ACT-XXX

	Association
	Organization (service) to which the actor belongs.

	Function

	Overall function the actor performs.  This should be somewhat detailed.  Often, this information can be gleaned from web sites or existing documents.

	Number of Instances
	SE.

	Relationship to Scenario
	What role does the actor play in the scenario.

	Characteristics
	Describe special characteristics related to the publish/subscribe/query process.  Such as what clients, data links are involved.

	References
	This section references documents or web site URLs that describe the actor in more detail.

	Publications

	Name
	Use Case ID
	Client
	Rate

	Name of the information object (IO) being produced
	IO-XXX

(see Sec 4).
	Client (owned by the entity) producing the information
	Rate at which IO is being produced by this actor.

	Subscriptions

	Name
	Use Case ID
	Source
	Destination (Client)

	Name of the information being produced
	IO-XXX
	Actor(s) that is the source of the IO subscription.
	Client (owned by this actor) which processes the subscribed to IO.

	Queries

	Name
	Use Case ID
	Source
	Rate

	Name of the information being produced
	IO-XXX
	Client (owned by this actor) which processes the subscribed to IO.
	Rate at which query is being executed.


Example:

	Name
	Joint STARS Common Ground Station (CGS)

	Use Case ID
	ACT-004

	Association
	US Army

	Function

	Joint STARS Common Ground Station (CGS) receives, manipulates, displays, stores, and disseminates Joint STARS, UAV, Army AVN, SIGINT, broadcast intelligence and secondary imagery from tactical, theater and national systems. The CGS is designed to operate on the move and at a secret collateral level. It interfaces with ACE, TOC, aviation and artillery nodes. 

The CGS receives Imagery-Intelligence (IMINT), Electronics-Intelligence (ELINT), and Communications-Intelligence (COMINT) information of enemy forces across the forward line of own troops via multiple sensors and Intelligence Broadcast Networks (IBNs). IMINT sensor interfaces of the CGS include Joint STARS, secondary image dissemination, and Unmanned Aerial Vehicle (UAV) (both video and telemetry). ELINT and COMINT data from IBNs is accessed through the Commanders Tactical Terminal (CTT)/Joint Tactical Terminal (JTT). Data sources include the Joint STARS aircraft, Guardrail, U2, Rivet Joint, UAV Ground Control Station (UAV GCS), Apache Longbow, and Airborne Reconnaissance Low (ARL). Global Positioning System (GPS) provides the CGS with current time and location, which is the basis for correlation of sensor and IBN data. SAR is received from J-STARS over the SCDL. 

CGS output, in Tactical Fire Direction System/Advanced Field Artillery Tactical Data System (TACFIRE/AFATADS) or All Source Analysis System (ASAS) message format, is provided to command, control, communications and intelligence nodes via secure or non-secure wire or radio. Enables the development/execution of plans for integrated battle management, surveillance, targeting, and interdiction.

	Number of Instances
	1

	Relationship to Scenario
	Subscribes to raw intelligence data from ISR sensors.  Provides annotated and integrated intelligence products to the TCT cell and AFATDS.

	Characteristics
	Mobile, ground based intelligence cell.

	References
	N/A

	Publications

	Name
	Use Case ID
	Client
	Rate

	TACELINT – USMTF
	IO-013
	SE
	5/min

	INTREP – USMTF
	IO-006
	SE
	2/every 5 min

	Subscriptions

	Name
	Use Case ID
	Source
	Destination (Client)

	TACELINT – USMTF
	IO-005
	Rivet Joint (ACT-017),

INTEL Cell (ACT-012)
	JDISS (L-013),

ASAS (L-015),

GCCS (L-016),

JTT (L-017)

	INTREP – USMTF
	IO-006
	INTEL Cell (ACT-012)
	JDISS (L-013),

GCCS (L-016),

JTT (L-017)


Section 4: Information Objects Types (qty 20-80)

This section provides more detailed descriptions of the information objects (IOs) referred to in the sections 3 and 5.  Every IO referenced above must be described here.  Since many entities may generate the same IOs, each distinct IO need only be described once.  Whenever possible, physical examples of IOs should be provided.  These examples should not be included in this document; rather, they should be provided with this use case in softcopy (on a separate disk or CDROM).  The reference listed below should refer to the individual file corresponding to each IO.

Template:

	Name
	Name of Information Object 

	Use Case ID
	IO-XXX

	Purpose
	What role does it play in the use case.

	Payload Description
	Describe what the payload typically contains.

	Metadata Tags
	Summary of relevant characteristics provided by the IO.  These metadata tags would be used by a subscriber to broker this IO.  Example: target type, location, date-time-group

	Payload Format
	Format of the payload (e.g., NITF, or USMTF)

	Payload Size Metrics
	Average size (in bytes); range of sizes; variance

	Data Link
	What data link is used to transport the information object?  Describe in Appendix B.

	File Reference for Sample 
	If a sample of the IO exists, list the directory or file name where its located.

	Reference Documents or Standards
	List here and in Appendix C.


Example:

	Name
	Land Tracks

	Use Case ID
	IO-002

	Purpose
	Provides track information on individual, ground moving targets.  This IO can be modified to designate tracks as TCTs.  Each TADIL J3.5 message contains a group of tracks.

	Payload Description
	

	Relevant Metadata Tags
	· <Track>

· Identity, 

· Identity Confidence, 

· Position (Latitude, Longitude)

· Time, 

· Source, 



	Payload Format
	TADIL 

	Payload Size (and range)
	Variable:  up to 585 bits.

	Resides In
	The TDBM (L-007) in the SAA server (L-007) is the repository for all J3.5 messages.

	Data Link
	Link 16, GBS

	File Reference for Sample 
	CDROM – 2002 USMTF Baseline

	Reference Documents or Standards
	A[3]


Section 5: Legacy Clients (qty > 2)

Legacy clients execute on behalf of entities (actors) within the use case.  Often, it is the legacy clients that actually generate and process the information objects for the owning entity.  A legacy client can be a software application, a database, hardware system, or remote platform.

Template:

	Client
	Name of the client.

	Use Case ID
	Label used to reference client within the use case.

	Client Type
	Is it a software application, hardware system, database, or remote platform (e.g., satellite)?

	Owned By (Entity)
	Which entity (described in Section 3) owns the client?

	Function

	What does the client do?

	Status
	Is this legacy client fielded, experimental etc.?

	Relationship to Scenario
	Describe how often the client provides information.

	Characteristics
	Describe the type of information the client brings to the use case

	Publications
	Lists info objects published, or offered via query, by the client.

	Subscriptions/Queries
	Lists info objects subscribed to, or obtained through query, by the client.

	URL
	Include URLs to web page(s) describing the client here

	Reference Documents
	Include references to relevant documents describing the client here


Example:

	Client
	Air Weather Distribution System

	Use Case ID
	L-001

	Client Type
	Application

	Owned By
	Air Force Weather Center (ACT-001)

	Function

	The Automated Weather Distribution System (AWDS) is a meteorological system originally developed by CONTEL Corporation for the U.S. Air Force's Air Weather Service (AWS) and Military Airlift Command (MAC). It consists of software and hardware equipment which provide a worldwide automated capability to receive, store, process, disseminate, and display weather information for both fixed base and tactical operations. 

	Status
	Fielded

	Relationship to Scenario
	Provides weather data necessary for targeting of precision guided munitions.

	Publications
	IO-008, IO-009

	Subscriptions/Queries
	N/A

	URL
	N/A

	Reference Documents
	N/A


Section 6: Fuselets (qty > 5)

Fuselets perform aggregation, correlation, and transformation on one or more information objects.  It is intended that the fuselet use existing information objects to produce new knowledge that can, in turn, be published to the JBI (in the form of another information object).  The fuselet itself should be a small program or script that performs a relatively simple function. For this exercise, we will assume the fuselet acts on behalf of an existing entity.  It is also important to emphasize how the proposed fuselet will add value to the operational process.

Template:

	Fuselet Name
	SE

	Use Case ID
	F-XXX

	Owned By (Entity)
	Organization (service) to which the actor belongs.

	Description

	What does the fuselet do?

	Broker Fuselet By:
	Explain how a subscriber to the fuselet’s output would reference it through the JBI.

	Characteristics
	Describe special characteristics related to the publish/subscribe/query process.  Such as what clients, data links are involved.

	Value Added
	How does the fuselet add value to the operational process?

	Fuselet Publications

	Name
	Format
	
	Rate

	SE.
	XML
	
	

	Fuselet Subscriptions

	Name
	Use Case ID
	Source
	

	SE.
	IO-XXX
	ACT-XXX or 

L-XXX
	

	Fuselet Queries

	Name
	Use Case ID
	Source
	Rate

	SE.
	IO-XXX
	
	


Example:

	Fuselet Name
	Route Threat Notification

	Use Case ID
	F-004

	Owned By (Entity)
	CM Cell (ACT-011)

	Description

	This fuselet subscribes to the latest intelligence about threats in a given theater.  This information is then compared against the most up-to-date routes (obtained via query) for ISR and attack sorties.  If a threat unexpectedly pops up along an asset’s given route, a threat warning is then forwarded to the owner or operator of that asset (as appropriate).

	Broker Fuselet By:
	Sortie Designator (if separate fuselet allocated for each aircraft)

	Characteristics
	This may be done by one centralized fuselet or a fuselet may be spawned for each aircraft (once airborne).

	Value Added
	Accelerates awareness of and response to pop-up threats.

	Fuselet Publications

	Name
	Format
	
	Rate

	Threat Warning
	XML
	
	1/min

	Fuselet Subscriptions

	Name
	Use Case ID
	Source
	

	ELINT
	IO-005
	All
	

	COMINT
	IO-006
	All
	

	SIGINT
	IO-007
	All
	

	HUMINT
	IO-017
	CID (ACT-012)
	

	Fuselet Queries

	Name
	Use Case ID
	Source
	Rate

	Sortie Route – Planned
	N/A
	AODB (L-010)
	1/min

	ISR Asset Route – Planned
	N/A
	ISRBM (L-018)
	1/min


Appendix A: References to Operational Architectures and Standards

1. MIL-STD-6040:  USMTF 2002 Baseline (CDROM).  May, 2001.  DISA (usmtf@hq-www.disa.mil)

2. MIL-STD-6011B: TACTICAL DIGITAL INFORMATIONLINK (TADIL) A/B MESSAGE STANDARD.  

3. MIL-STD-2500B:  National Imagery Transmission Format Standard. 22 August 1997.

Appendix B: Data Link Descriptions

	Name
	Tactical Digital Information Link (TADIL) A/B

	Use Case ID
	D-XXX

	Description

	Tactical Digital Information Link (TADIL) A/B [Link-11] employs netted communication techniques and a standard message format for exchanging digital information among airborne [TADIL-A] as well as land-based and shipboard [TADIL-B] tactical data systems. Link-11 data communications must be capable of operation in either the high-frequency (HF) or ultra-high-frequency (UHF) bands. TADIL-A/B is used by a number of intelligence platforms such as RIVET JOINT that conduct signal intelligence (SIGINT) data collection, including communications intelligence (COMINT) and electronic intelligence (ELINT). 



	References
	Include here and in Appendix A.


Appendix C: Operational Document References

1. Concept of Operations for Command and Control of Intelligence, Surveillance, and Reconnaissance Operations, HQ ACC/XO, 17 Dec 1999.

2. Concept of Operations for Time Critical Targeting during Joint Expeditionary Force Experiment (JEFX) 2002 v2.3, AC2ISRC/CNT, 24 Jan 2001. 

3. Capstone Requirements Document (CRD), Defeating Time Critical Targets, HQ ACC/DRA, 26 Jun 1998.

Appendix D:  Scenario Description

The scenario description sets the operational context of the entity interactions and the relevant information object types.  It should include a sample scenario event flow (example provided below) that summarizes what the JBI is doing at any given time in response to external stimulus.

Example:

	Time
	Event
	Sensor
	JBI Task
	Systems Involved

	T-3 hrs
	1. JFACC Guidance received

2. Initial IPB is generated
	
	· Import JFACC Guidance

· Set up subscription profiles

· Import IPB
	Client Software

	T-2.55
	3. TL leaves WSA
	J-STARS 
	· Start TCT Folder for TL
	Client Software

	T-2.45
	4. TEL leaves garrison
	J-STARS, 

RJ 
	· Start TCT Folder for TEL
	Client Software 

	T-2.30
	5. Armor leaves garrison
	J-STARS 
	· Start TCT Folder
	Client Software

	T-2.25
	6. TL/TEL at LA
	HUMINT
	· Add HUMINT to TL/TEL Folders
	Client Software

	T-2.15
	7. SA-X1 & SA-X2 radiate in garrison
	RJ 
	· Start TCT Folders for SA-X1 & SA-X2
	Client Software

	T-2.10
	8. SA-X1 heads South
	J-STARS 
	· Add MTI to SA-X1 Folder
	Client Software

	T-2.00
	9. Armor penetrates buffer zone & engages targets of opportunity
	J-STARS,

HUMINT,

Predator 
	· Armor evidence folder complete

· Operator notified

· Prosecution decision made
	Client Software

	T-1.45
	10. TL begins movement back to WSA

11. TEL leaves LA

12. F-15 engage armor
	J-STARS 
	· Add MTI to TL and TEL Folders;

· Update with TBMR assessments
	Client Software 

	T-1.40
	13.   TEL arrives at hide site

14.   SA-XX spotted by Sops
	HUMINT
	· New AOI Folder started for SA-XX site

· SA-XX identification initiates IPB change
	Client Software


Appendix E: Use Case Indices and Mappings

· Entity Index

· Information Object Index

· Legacy Client Index

· Information Object Types to Publishing Entities (clients)

· Information Object Types to Subscribing Entities (clients)

· Legacy Clients to Entities

Example:

	Entities Index

	AFWA
	ACT-001

	National
	ACT-002

	AWACS
	ACT-003

	CGS
	ACT-004

	DSP
	ACT-005

	EA-6B
	ACT-006

	Global Hawk
	ACT-007

	JSTARS
	ACT-008


Example:

	Legacy Client Index

	AWDS
	L-001

	A2IPB
	L-002

	AODA
	L-003

	JSWS (TCTA)
	L-004

	JTAT
	L-005

	DMTIX
	L-006

	SAA
	L-007

	TDBM
	L-008

	ADSI
	L-009

	AODB
	L-010

	MIDB
	L-011

	TBM Reasoner
	L-012

	JDISS
	L-013


Glossary:
This is the section in which to define acronyms and technical terms.






* The quantities indicated after Sections 3-6 are intended only to convey magnitude and should not be taken as strict constraints.
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